


EMERGENCY & PATROL INCIDENTS

 03 911 Hang-up/Open Line

 02 Agency Assist

 03 Citizen Flag Down/Assist

 02 Community Oriented Policing

 02 Verbal Domestic

 02 Disorderly/Verbal Altercation

 01 Traffic Collision/Injury

 02 Traffic Collision/Non-Injury

 01 Hazard in Roadway

 06 Welfare Check

 03 Special Emphasis

 01 Unwanted Person

CRIMES AGAINST PERSONS

 01 Assault 4th Degree – Domestic Violence

PROPERTY & OTHER CRIMES

 01 Residential Burglary

ARRESTS/REFERRALS

 01 Arrest – Felony Warrant – Booked into Pierce 
County Jail

 01 Assault 4th Degree – Domestic Violence -
Booked into Nisqually Jail

NEWS FROM PATROL

DuPont Police Department
Weekly Activity Report

Duty * Professionalism * Dedication

Total Calls for Service 2/10/25 - 2/16/25: 167

Average  per day: 23.86

Of the 209 total calls for service this week, the below include, but were not limited to, the following incidents:The “Total Calls for Service” statistic above includes, but is not limited to, the following incidents:

REPORTING AN INCIDENT?  NEED AN OFFICER?
 To report an emergency, dial 9-1-1
 To report a non-emergency, dial (253) 287-4455
 If you aren’t sure, let us help you by dialing (253) 964-7060

If you have non-urgent questions, suggestions, want to file a complaint or commend a D.P.D. staff member, we 
appreciate the opportunity to assist you.  You may reach us via email at Police@dupontwa.gov or by telephone 
at (253) 964-7060.

mailto:Police@dupontwa.gov


 DuPont officers, assisted by Steilacoom DPS, were able to locate and arrest an individual with a felony warrant in

the city. The individual was transported to Pierce County Jail where he was booked.

 Department members serving on the Crisis Negotiations team were called out to assist with a barricaded subject

in a neighboring jurisdiction.

DEPARTMENT NEWS

 Two officers attended annual training for the Crisis Negotiation Team, hosted by the department.

 Chief Moore was invited to a meeting at Steilacoom High School as an advisor to the  JROTC program.

Tips from the IRS  - https://www.irs.gov/

IT’S OFFICIALLY TAX SCAM SEASON …
You can avoid falling for a tax scam.  Know what to watch out for and

https://www.irs.gov/


how the IRS contacts you.

Tax scam warning signs
Scammers mislead you about tax refunds, credits and payments. They pressure you for personal, financial or 
employment information or money. IRS impersonators try to look like us.

Watch out for:

 A big payday  - If it sounds too good to be true, it probably is. Bad tax advice on social media may 
convince you to lie on tax forms or mislead you about credits you can claim.

 Demands or threats  - Impersonators want you to pay “now or else.” They threaten arrest or 
deportation. They don’t let you question or appeal the amount of tax you owe. 

 Website links  - Odd or misspelled web links can take you to harmful sites instead of IRS.gov.

Know how and when the IRS contacts you so you can protect yourself from impersonators.

Ways we contact you
We typically contact you the first time through regular U.S. mail delivered by the U.S. Postal Service. To verify 
the IRS sent the letter or notice, you can search for it on IRS.gov. Some letters are sent from private collection 
agencies.

Other ways we may contact you:

 Email  - We email you only with your permission, with a few exceptions like criminal investigations.
 Text message  - We text you only with your permission.
 Phone  - We might call to discuss your case, verify information or set up a meeting.
 Fax - We might send a fax to verify or request employment information.
 In-person visit - These are rare. Find out how and when IRS employees visit you or your business. We 

generally send a letter before we visit.

WE DON ’T:

 Contact you or take payment on social media. Get trusted tax information on our official social 
media accounts .

 Accept gift cards or prepaid debit cards as payment
 Threaten to call law enforcement or immigration officials
 Take your citizenship status, driver's license or business license
 Leave pre-recorded voicemails (robocalls)
 Mail tax debt resolution advertisements

Click the link below for more information:

Tax scams | Internal Revenue Service

https://www.irs.gov/individuals/understanding-your-irs-notice-or-letter
https://www.irs.gov/businesses/small-businesses-self-employed/private-debt-collection
https://www.irs.gov/businesses/small-businesses-self-employed/private-debt-collection
https://www.irs.gov/privacy-disclosure/irs-privacy-guidance-about-email-contact
https://www.irs.gov/help/how-to-know-its-the-irs#ci
https://www.irs.gov/help/how-to-know-its-the-irs#visit
https://www.irs.gov/newsroom/irs-social-media
https://www.irs.gov/newsroom/irs-social-media
https://www.irs.gov/help/tax-scams



